Data Protection Policy
Introduction
· Purpose: To protect personal data collected, processed, and stored by Sand Arts And Crafts in compliance with GDPR and the Data Protection Act 2018.
· Scope: This policy applies to all staff, volunteers, contractors, and anyone working for Sand Arts And Crafts.
Commitment to Data Protection
· I am committed to safeguarding the personal data of our customers, staff, and anyone else whose data we process.
· I will adhere to the principles and requirements of the GDPR and the Data Protection Act 2018.
· Sand Arts And Crafts are registered with the Information Commissioner’s Office (ICO) under registration number C1511205.
Definitions
· Personal Data: Any information about an identified or identifiable natural person.
· Processing: Any operation or set of operations performed on personal data, whether automated or not.
· Data Subject: The individual whose personal data is being processed.
· Data Controller: Sand Arts And Crafts, which determines the purposes and means of processing personal data.
Data Protection Principles I will adhere to the following data protection principles:
· Lawfulness, Fairness, and Transparency: Personal data shall be processed lawfully, fairly, and transparently.
· Purpose Limitation: Personal data shall be collected for specified, explicit, and legitimate purposes and not further processed in an incompatible manner.
· Data Minimisation: Personal data shall be adequate, relevant, and limited to what is necessary for the purposes for which it is processed.
· Accuracy: Personal data shall be accurate and, where necessary, kept up to date.
· Storage Limitation: Personal data shall be kept in a form which permits identification of data subjects for no longer than is necessary for the purposes for which the personal data is processed.
· Integrity and Confidentiality: Personal data shall be processed in a manner that ensures appropriate security, including protection against unauthorised or unlawful processing and accidental loss, destruction, or damage.
Lawful Basis for Processing I will only process personal data where I have a lawful basis for doing so. This may include:
· Consent obtained from the data subject.
· Processing necessary for the performance of a contract.
· Compliance with a legal obligation.
· Protection of vital interests of the data subject or another person.
· Processing necessary for performing a task in the public interest or in the exercise of official authority.
· Processing necessary for legitimate interests pursued by the controller or a third party.
Rights of Data Subjects Data subjects have the following rights regarding their data:
· Right to be Informed About collecting and using their personal data.
· Right of Access: To their data and supplementary information.
· Right to Rectification: To have inaccurate personal data corrected or completed if it is incomplete.
· Right to Erasure: To have personal data erased, also known as the ‘right to be forgotten’.
· Right to Restrict Processing: To request the restriction or suppression of their data.
· Right to Data Portability: To obtain and reuse their data for their purposes across different services.
· Right to Object: To processing based on legitimate interests or the performance of a task in the public interest/exercise of official authority, direct marketing, and processing for scientific/historical research and statistics purposes.
· Rights about Automated Decision Making and Profiling: To not be subject to a decision based solely on automated processing, including profiling, which produces legal effects or similarly significantly affects them.
Data Security
· Implement appropriate technical and organisational measures to protect personal data.
· Ensure data is stored securely, whether in electronic or physical form.
· Access to personal data is limited to authorised personnel only.
· Regularly review and update security measures to address new risks and vulnerabilities.
 Data Breaches
· Have procedures to detect, report, and investigate data breaches.
· Report any data breaches to the ICO within 72 hours if they are likely to risk individuals' rights and freedoms.
· Inform affected data subjects without undue delay if the breach is likely to result in a high risk to their rights and freedoms.
Data Protection Officer (DPO)
· Designate a Data Protection Officer if required or appoint a responsible person to oversee data protection compliance.
· The DPO/responsible person’s contact details are Zoe Blundell
.
 Contacts
· Data Protection Officer/Responsible Person: Zoe Blundell
· Information Commissioner’s Office (ICO): www.ico.org.uk, 0303 123 1113

